**mYSLI KRITICKY ANEB JAK POZNAT DEZINFORMACI**

(Prevence nade vše!, hodina č. **13**)

**Cíl hodiny**

Po absolvování této hodiny by žáci měli být schopni identifikovat hlavní znaky dezinformace v praxi a vyhodnotit dle nich vybraný text (fake news nebo hoax). Měli by být schopni svým kritickým přístupem posoudit pravdivost informací, ověřit si ji z více zdrojů, vytvářet si svůj názor, dokázat argumentovat a diskutovat o konkrétním problému.

**Přehled hodiny**

Žáci si prostřednictvím dvou aktivit s příklady podvržených a poplašných zpráv uvědomí hlavní rysy dezinformací, budou schopni odlišit hoaxy od spamů, najít originální obrázky na internetu a přesvědčit se, zda nejde o fotomontáž. Dozví se rovněž o očekávaných hrozbách tzv. dezinformační války (deep fake).

**Klíčové otázky**

Jak poznat dezinformační obsah článků?

Jak poznat fotomontáž?

Co nám hrozí v budoucnu na dezinformační scéně?

**Metody**

Výklad vyučujícího

Práce ve dvojicích nad pracovními listy

Brainstorming, kritický přístup, diskuse

**Pomůcky**

Prezentace v PowerPointu (dále PPT), počítač, dataprojektor nebo interaktivní tabule

Pracovní list FN (Fake news), pracovní list Hoax
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Úvod (opakování z předchozí hodiny, časová dotace 3 minuty)

Žáci formou brainstormingu uvádějí hlavní rysy dezinformační zprávy. Možné odpovědi: nepravdivost, záměr uvést v omyl, kritika mainstreamových komentářů, chybějící ověřitelné zdroje, prosazování cizích zájmů, příslušnost k určité skupině, hra na city, podněcování nenávisti, vyvolávání poplachu, paniky apod. S nápovědou v PPT nebo vyučující může psát první písmena klíčových slov na tabuli, žáci doplňují ústně.

1. Aktivita (1): Fake news (časová dotace 15 minut)

Vyučující rozdá žákům do dvojic pracovní list Fake news (5 článků s otázkami, vyučující vytiskne dokument jednostranně dle počtu dvojic/skupin, do každé dá jeden list/jednu zprávu – podle počtu žáků). Na základě získaných znalostí o znacích fake news analyzují žáci přiložené články a odpoví na otázky. Vyhodnotí tak, jestli se jedná, či nikoliv o článek, který by mohl být dezinformační. Stručně prezentují obsah ostatním a uvedou odpovědi, vyučující upřesní správné informace dle PPT. Nadaní mohou dostat více článků.

2. Výklad (časová dotace 10 minut)

Běžným a často využívaným způsobem šíření dezinformací jsou tzv. **hoaxy**, řetězové poplašné zprávy, které se šíří i e-mailem, a rozesílají je lidé, kteří jim uvěřili. Jde o adresný e-mail, nikoliv o nevyžádanou poštu jako v případě **spamů**, které jsou zaměřeny na reklamu a marketing. Tematicky obsahují varování před hrozbami počítačových virů, zdravotními radami či výzvami k opatrnosti, politická témata zaměřená na EU, uprchlickou krizi apod. Např. před posledními prezidentskými volbami byly hoaxy zaměřeny proti protikandidátovi M. Zemana, tedy J. Drahošovi. V každém kraji byly hoaxy proti druhému nejúspěšnějšímu kandidátovi zaměřené jinak – např. v Jihomoravském kraji, který má vysokou religiozitu ve srovnání se zbytkem republiky, hoaxy prohlašovaly, že je Drahoš členem hnutí svobodných zednářů (katolíci dlouhodobě vystupují proti zednářům), jinde byl označován za agenta StB v souvislosti s údajnou pedofilií (za zjištěné prohřešky s dětmi ho prý StB vydírala) a psalo se také o smlouvě, kterou ještě před volbami podepsal s Německem a Itálií, o přijetí 1,5 mil. uprchlíků v ČR. Vlivem vnímání jakýchkoliv zpráv stylem „na každém šprochu pravdy trochu“ lze považovat hoaxy za velmi silný nástroj ovlivňující veřejné mínění. Důkazem jejich „úspěchu“ mohou být velmi těsné výsledky prezidentských voleb u nás i v jiných evropských zemích či v USA.

Hoaxy jsou často doprovázeny fotografiemi, které jsou výsledkem fotomontáží. Pokud žáci narazí na podezřelý obrázek, mohou si jeho původ ověřit na internetu (při zmáčknutí pravého tlačítka myši se zobrazí okno, na jehož konci bude odkaz „vyhledat obrázek pomocí vyhledávače Google“ nebo mohou zkopírovat adresu obrázku a vložit do vyhledávače TinEye[[1]](#footnote-1) (nebo vložit uložený obrázek z počítače). Google i TinEye by měl vyhledat stejné i podobné obrázky, díky čemuž je možné dohledat originál nebo výskyt stejných fotografií a např. dle času srovnat, co je původní (originální fotografie, tedy bez řetězů, byla pořízena v roce 2013, s řetězem byla vytvořena v roce 2016, na české sociální sítě se dostala v této podobě znovu v lednu 2019).

3. Aktivita (2): Rozpoznání **hoaxů a spamů** (časová dotace 10 minut)

Vyučující rozdá žákům pracovní list Hoax (do každé dvojice/skupiny jeden), obsah je u všech dvojic stejný. Z pěti zpráv mají žáci poznat, zda se jedná o spam, nebo o hoax. Při vyhodnocení jsou dvojice postupně vyvolávány, sdělí svůj názor a odůvodní, proč si to myslí. Měli by přijít na **společné znaky** hoaxů, např. oslovení typu „pozor“, řada vykřičníků, velká písmena, varování, rady, pomluvy, emoce, vztek, nenávist, gramatické chyby, špatná čeština způsobená automatickým překladem z jiných jazyků apod. Nadaní si mohou všimnout hlubších způsobů manipulace – fakta na závěr autor článku zobecní (bez logiky) nebo na úvod umístí obecné tvrzení a fakta poslouží jako příklad, že tvrdí pravdu, přitom není zřejmá logika; text zaručující odbornost (např. „vědci zjistili“, „varují“), prosazení vlastního názoru uvedením jiných, ale na první pohled hloupých názorů, pomluva oponenta (když to nejde jinak zargumentovat).

4. Výklad: Deepfake (časová dotace 5 minut)

Přestože je mediální gramotnost a kritické myšlení určitý „lék“ na manipulaci dezinformacemi, do budoucna to pravděpodobně nebude stačit. Za vrchol manipulace označovaný jako **deepfake** (hluboká lež) je v současnosti pokládáno vkládání falešného textu do úst jakýmkoliv osobám na videu či při audio záznamu, případně výměna obličeje. Počítačový program postavený na umělé inteligenci bude schopen nasimulovat i přirozené verbální pohyby a projevy napadené osoby. Přestože jsou snahy v této oblasti zatím na počátku, je možno toto považovat za největší zbraň v dezinformační válce, neboť nepůjde dokázat, zda jde o pravý projev, či nikoliv. Dle Národního informačního centra pro mládež (část Národního ústavu pro vzdělávání) se zatím nepodařilo „sestavit výkonný software, který by dokázal falešná videa poznat. Proto je potřeba o těchto manipulativních technikách vědět a být na ně připraveni.“ Příkladem deepfake může být proslov bývalého prezidenta USA Baracka Obamy s českými titulky[[2]](#footnote-2).

5. Závěr (časová dotace 2 minuty)

Dezinformace jsou nebezpečné nejen svým obsahem, ale především masovým dopadem a rychlostí šíření díky moderním technologiím. Jejich cílem je vyvolávat paniku, strach, nejistotu apod. I když původně mohlo jít o prvek zábavy či žert, v souvislosti s dezinformační válkou se všechny záměrně falešné informace šířené mezi lidmi stávají významnou zbraní. I když to odporuje etickému chování na internetu, mohou si žáci za domácí úkol vyzkoušet rozšíření nějaké vymyšlené, ale uvěřitelné informace a sledovat, jakou to bude mít odezvu např. v počtu tzv. lajků. Vyučující žáky upozorní, že musí jít pouze o nezávadný vtip nebo např. o vtipně upravenou fotografii, nikoliv o šíření nenávistných projevů. Žáci nesmí nikomu prozradit, že jde o pokus, aby šíření nebylo ovlivněno. Na podobě se mohou domluvit přímo ve třídě s tím, že jeden z žáků tuto informaci zveřejní a společně s ostatními bude sledovat, jak rychle se šíří a kdy zájem přestane opadat, a to např. měřením denního přírůstku lajků po dobu 1 měsíce. Shromažďovány mohou být případně také připojené komentáře a na závěr pokusu se vyhodnotí, zda informaci ostatní spíše věřili či nikoliv. Výstupem může být statistický přehled v podobě tabulky či grafu.
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