**Na základě níže uvedeného textu identifikujte (podtrhněte) projevy kyberšikany – uveďte její typy a formy.**

**Příběh první: Zažila peklo (Jessikka Aro, investigativní novinářka, Finsko)**

Proslavila se články o farmě trollů v Petrohradu. Následně čelila hněvu a nenávisti lidí, kteří uvěřili smyšleným příběhům týkajícím se její osoby, i svých přátel. Psali o ní na sociální sítě, že je placena Spojenými státy, NATO, podezřelá z trestné činnosti, drogově závislá a psychicky nemocná. Dokonce kontaktovali její nadřízené a ptali se, jak mohou zaměstnávat feťačku a proč ji nevyhodí... Vydala se proto na dovolenou do Thajska, jenže trollové někde na webu objevili fotografie, na kterých tancovala. Začali šířit zprávy, že je „NATO bikiny troll“, že tancuje „sjetá“ a jak hrozně vypadá. Případ šel k policii a před soud. I poté pokračovaly výhrůžky smrtí. Dokonce se objevil plán, jak ji přímo v soudní síni zabít. Obžalovaní útočníci se bránili, že pouze využívají svobody slova. Soud jejich jednání popsal jako lži, pomluvy, systematické snahy o zničení reputace a práce novinářky. Tento případ je specifický tím, že k nenávistným útokům mobilizoval velké množství Finů. Situace se však nezlepšila a lživá kampaň proti ní pokračuje. Podvody jsou tak chytré, že například falešné účty na sociálních sítích často neumějí rozlišit ani odborníci.

**Řešení:**

Proslavila se články o farmě trollů v Petrohradu. Následně čelila hněvu a nenávisti lidí, kteří uvěřili smyšleným příběhům týkajícím se její osoby, i svých přátel. Psali o ní na sociální sítě, že je placena Spojenými státy, NATO, podezřelá z trestné činnosti, drogově závislá a psychicky nemocná. Dokonce kontaktovali její nadřízené a ptali se, jak mohou zaměstnávat feťačku a proč ji nevyhodí. Vydala se na dovolenou do Thajska, jenže trollové někde na webu objevili fotografie, na kterých tancovala. Začali je šířit s komentáři, že tancuje „sjetá“ a jak hrozně vypadá. Případ šel k policii a před soud. I poté pokračovaly e-mailové výhrůžky smrtí. Obžalovaní útočníci se bránili, že pouze využívají svobody slova. Soud jejich jednání popsal jako lži, pomluvy, systematické snahy o zničení reputace a práce novinářky. Situace se však nezlepšila a lživá kampaň proti ní pokračuje. Podvody jsou tak chytré, že například falešné účty na sociálních sítích často neumějí rozlišit ani odborníci.

Typy kyberšikany:

* kyberstalking
* sexting

Formy kyberšikany:

* veřejné pomluvy, urážky, výhružky smrtí, vulgarity, posměch
* videa a fotografie nevhodného a ponižujícího obsahu a jejich zveřejňování
* krádež identity a zneužívání cizího účtu

**Příběh druhý: Špehuji tě webkamerou (kdokoliv)**

Neznáte​ mě а možná se​ divíte​, pro​č jste obdrželi tentо е-mа​il, žе​? Jsе​m někdо​, kdo​ Vám pře​d pár měsíсi nаpаdl Vа​še​ zа​říze​ní. Nа​stаvil jsеm ma​lwа​rе​ na е​ro​tické we​bо​vé stránkу а myslím, že​ jstе​ tу​tо stránkу na​vštívil, а​by​stе​ se​ po​bаvil (vítе​, co tím myslím). Za​tímсo​ jste​ sledоval vide​o, Váš internеto​vý prohlížeč mi umo​žnil přístup k o​brazоvсe​ а​ wе​bové kameře​. Pо​té můj softwa​rо​vý prоgram shrоmáždil všechny​ informa​се​ vče​tně Vаšiсh ko​ntaktů a​ souborů. Vytvořil jsе​m vide​o​ sе​ dvěma​ оbrаzovka​mi. První část ukа​zuje​ vide​о, ktеré jstе​ sle​dоvаl (máte​ dоbrý vkus, haha​ ​​...), а druhá část zоbrа​zuje​ zázna​m z Vа​ší we​bоvé kа​me​rу​.

Ne​snаžte se​ mě kоntаkto​vаt. Be​zpеčno​stní služby nepo​máha​jí ani fo​rmátо​vání pevného​ disku nebo​ zničení zаříze​ní ta​ké nеpo​může, pro​tоžе Vаšе dаta jsоu již nа​hrána nа vzdálе​ném se​rvеru.

Zа​ručuji, žе po Vа​ší plаtbě Vás již nebudu dálе о​btěžo​vа​t, pro​to​žе​ ne​jstе​ jediný nа​ mém se​znamu. To​ jе​ druh čе​stnéhо kódu, ktе​rý dо​držuje​mе​. Ne​buďte na​ mě nаštvаný, kа​ždý má svо​u vla​stní práci. Pojďmе​ nу​ní k řešе​ní. 13500 Kč jе​ spra​ve​dlivá cе​na​ zа na​šе​ malé tа​jе​mství. Zа​plа​títe​ přеs Bitсоin. Mátе 48 ho​din nа pro​vedе​ní plаtbу. Miluji Fa​ceboо​k! (Vše​chno​, сo používají úřa​dу, nám může také po​mоci.) Pоkud nedоstа​nu bitcoiny, pоšlu va​še vidе​о všе​m Va​šim konta​ktům, včе​tně příbuznýсh, kolеgů а ta​k dále​.

**Řešení:**

Typy kyberšikany:

* sexting

Formy kyberšikany:

* instalace SW bez vědomí oběti
* natáčení webkamerou bez vědomí oběti
* výhružka zveřejnění
* krádež hesel a přístupových údajů

Navíc trestný čin vydírání.

**Třetí příběh: Jak to někdy končí.... (Anna Halman, 1992-2006, Polsko)**

Studentka gymnázia v Gdaňsku byla během hodiny v nepřítomnosti vyučující hrubě napadena pěti svými spolužáky. Ti z ní strhali oblečení, osahávali ji a předstírali znásilnění. Celou scénu, která trvala téměř 20 minut, natáčeli na mobil a vyhrožovali dívce umístěním videa na internet. To také později udělali. Nikdo ze třídy nezasáhl v její prospěch, i když prosila o pomoc. Dívka byla mimořádně stydlivá. Útoky na ni nebyly poslední dobou výjimečné a ze spolužáků měla panickou hrůzu. Svým trýznitelům sice nakonec utekla, ale v hrozném psychickém stavu. Doma se odmítla svěřit matce a kamarádce řekla, že se do školy nevrátí, že se raději zabije. Několik hodin poté se oběsila na švihadle. Vzhledem k tomu, že nenechala žádný dopis na rozloučenou a rodina útok na ni neměla šanci vidět, nebyli agresoři veřejností ani Aninou rodinou považováni za viníky. Čin byl označován za „běžné dětské hrátky“ a „běžnou legraci“. Až po úniku záznamu videa se situace obrátila. Žáci byli souzeni a hrozily jim dva roky v ústavní péči. Postižena byla i škola, neboť neřešila problémy, o kterých od studentů věděla.

Zdroj: Krejčí, V. (2010). Kyberšikana. Kybernetická šikana, Olomouc

**Řešení:**

Typy kyberšikany:

* happy slapping – fyzické napadení Anny a natáčení na mobil
* sexting – zveřejnění sexuálně orientovaných záběrů na internet

Formy kyberšikany:

* videa a fotografie nevhodného a ponižujícího obsahu a jejich zveřejňování

**Příběh čtvrtý: Patrick Ryan Halligan (1989-2003, USA)**

Ryan byl obyčejný teenager, až na to, že se stal v páté třídě obětí fyzické šikany. Díky výcviku v bojovém umění se však útočníkovi dokázal později ubránit, a dokonce si myslel, že se z nich stali kamarádi. Nebyla to však pravda. Jednou mu Ryan pro pobavení řekl nějakou trapnou historku a on o něm začal rozhlašovat, že k němu Ryan něco cítí, a že tedy musí být gay. Tato informace se velmi rychle roznesla mezi další žáky školy. Neustále Ryana zastrašovali, posmívali se mu a uráželi ho. Přes sociální sítě se seznámil s populární dívkou. Poté, co mezi nimi vznikl online vztah, se dívku rozhodl oslovit také osobně. Ona mu však před jeho přáteli řekla, že je ubožák, že s ním nechce mít nic společného a že se komunikací s ním jen bavila. Ryan poté zjistil, že se se svými kamarády domluvila na tom, že si z něj tímto způsobem udělá legraci. Dívka měla předstírat, že má o Ryana zájem a že ho má ráda. Jejím úkolem bylo přimět ho, aby jí řekl nějaké hodně osobní a citlivé věci. Ona tyto informace pak rozesílala svým kamarádům. Chlapec tíhu těchto zjištění neunesl a doma se oběsil.

Zdroj: Krejčí, V. (2010). Kyberšikana. Kybernetická šikana, Olomouc

**Řešení:**

Typy kyberšikany:

* kyberstalking

Formy kyberšikany:

* veřejné pomluvy, urážky, vulgarity, posměch, výhružky
* zveřejňování cizích tajemství